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. Getting Federal Computers Ready for 2000
Report of the U.S. Office of Mariagement and Budget
B February 6, 1997
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- seemingly  simple . one:

Getting Federal Computers Ready for 2000
Report of the U.5, Office of Management and Budget
February 6, 1997

The yvear 2000 computer problem is a
assuring that
computers will recognize the correct year
when the yvear 2000 arrives. If software
programs are not prepared to handle the
¢hange of date on January 1, 2000, there is a
risk to government information systems
and the programs they support.

This report  responds to 1997
appropriations language which directs
OMB to submit to the House Committee on
Appropriations, the' House Committee on
Government Reform and Oversight, and the
House S¢ience Commitiee a report which
includes: & cost estimate to'ensure software
code date fiekd conversion by the year 2000;
a planned strategy to ensure that all
information technology, as defined by the
Information  Technolegy Management

‘Reform”™ Act of 1996, purchased by an

agency will operate in 2000 without
technical modifications; and, a time table
for implementation of the planned strategy.

The report is to be submitted with the
President's 1998 budget.  {Committee

Repert accompanving Public Law 104-208)

BACKGROUND

People often use short hand to describe
the vear. When asked what year it is, we
answer "97°, When we fill in the date on
paper forms we write 2/2/97." The same-
approach was used in designing many
computer systems.

With the arrival of the year 2000, people

will know that the year "X0" stands for 2000,
However, the hardware and software in
many computer systems will not
understand this new meaning. Unless they
are fixed or replaced, they will fail at the
turn of the century in one of three ways:

they will reject legitimate entries, or
they will compute erroneous resuits, or

thev will su:npiy not run,

Many systems which compare dates to
decide which is earlier will na longer work.
Comparisons of dates permeate Federal
computer Systems -~ they are how
inventories are maintained (e.g., last in, first
out), how the order of filings is handled
(e.g.. first come, first served), and how
eligibility is determined (e.g., an applicant
must have filed before a certain date}.

Systems which calculate length of time
also  may not compute accurately.
Computations of length of time are
¢common in Federal computer systems -~
they are how benefits are computed (e.g.
basad on length of ime}, how eligibility is
determined {e.g. based on length of
service), and how expiration dates are
calculated {e.g., expires after three years),

There are other possible effects of the
date change in computer software,
depending on the assumptions made and
programming technique used by the
designer of the software. For example,
information relevant to a year could be
found by using the year to find the
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.whatever action is necessary to address the

problem once they are aware of its potential

‘consequences. Those consequences would,

after all, directiv affect their ability to carry
out the agency’s essential functions.

Second. there can and will not be a
single solution. Solving this problem
requires technicians and engineers to write
or revise softrware code and to replace
hardware.” A “"silver bullet" is a logical
impossibility. There is only a need for hard
work, strategically directed, and plenty of

it :

Third, given the limited amount of time,
emphasis will be on mission critical
systems. In many agencies such systems
are large and complex, which means they
will require the most time and be the most

challenging to fix.

The Federal strategy relies on the newly
established Cl0s to direct that work and to
follow industry’s best practices. Those best

* practices include five phases: :

* raising management awareness of the

*  assessing the scope of the problem by
inventorying systems and deciding
which ones to change replace or
"discard,

¢ ‘renovating the systems to be changed,

* wvalidating and testing the changed
systems, and

« implementing the revised systems
(including developing a contingency
plan}.

Detailed steps in each phase have been
developed by the interagency working
group on the year 2000 and are available for
agencies on a4 GSA sponsored year 2000
home page at hitpfwow.itolicy gsa.gov.

SCHEDULE

OMB, in corsultaton with the CIO
Council, has set government-wide
milestones {shown below) for completion of
the majority of the work in each phase of
agercy year 2000 activities. These phases,
while sequential, everlap. For example, the
awareness phase continues throughout the

problem. entire process.

Government-wide Year 2000 Milestones

Phase Completion Measure Compl.etian Date

Awareness | Agency Strategy Approved by CIO | 12/%6

Assessment - Inventory and Scope Completed 3/97
System Plans & Schedules Approved by CIO 6/97

Renovation Coding Completed , 12/98 ’

Validation Management Sign-off 1799

Implementation Integrated Testi::[g Completed 11799
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come nto the government during 1957 The

recent inclusion by the General Accounting
Office of vear 2000 on its list of "high rigk”
areas will also assist in focusing attention to

the immediacy of the problem,

© 2, Sharing Expertise

Some  Federal  agencies  have
considerable experience working on this
problem. The Social  Security
Administration, for example, has been
actively  engaged since 1989 The
interagency working group is taking
advantage of such experience and
promoting the sharing of expertise and
solutions across agencies,

The interagency working group has also
developed a list of products that are being
used by Federal agencies, along with
information about whether they will work
through the year 2000. That list is available
on the vear 2000 World Wide Web page for
Federal managers' use.  The . Defense
Information Svstems Agency has developed
a similar Hst of generally available
products, which is also available from the

vear 2000 Web page. This information is

irrvaluzble 1o managers as they evaluate the
extent of the year 2000 problem in their
svstems, :

The President's budget includes
resources to establish a dedicated year 2000
program oifice at GSA. Such an office will
provide a core of expertise government-
wide to assist agencies in formulating
approaches and evaluating options to solve
the problem in their systems.

3. Acguire Only Products that are Year 2000
Compliant

At the recommendation of the CIO
Councii and the interagency working

group, agencies have stopped acquiring

information technology that will not work
in the year 2000. Regulatory language to

effect this strategy was developed by the

interagency working group on the vear 2000

and the CIO Council, approved by the

Federal Acquisition Regulation Councils,

and published in Federal Acquisition

Circular 90-45 {December 1996).

That language defines year 2000
compliant to mean

“information technology that accurately
processes date/ time data (including, but
not limited to, calculating, comparing,
and sequencing} from, into, and
between the twentieth and twenty-first
centuries and the years 1999 and 2000
and leap-vear calculations, |
Furthermore, year 2000 compliant
information technology, when used in
combination with other | information
technology, shall accurately process
date/time data if the other information
technology  properly  exchanges
date/ timne data with it

+ Finally, GSA is revising its Multiple
Award Schedule contracts to assure that
products on those schedules identify
whether they are, or when they will be, year
2000 compliant. This will help agencias to
acquire only year 2000 products from those
schedules.

4. Removing Barriers  °

Solutions to the year 2000 problem in
operational systems require technicians to
undertake the time-consuming work of
analyzing and fixing systems. There are,
however, things that can be done to speed
this work. The interagency working group
is helping to identify such measures, and
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Agensy Progress and P’!ans for Achieving Year 20060 Compliance

Aszessment

’ Apengy Awareness - Renovation | Validation | Implementation
: Scope | Schedule ‘ - '
Agriculture 11456 4497 697 /9% B99 10799
Commeree K96 127446 - 37 1298 159 e
Defense 12196 3797 12197 12798 &9 11299 |
Alr Fores 656 ET 3 347 198 T 17/9%
Army - Tiams | e 397 598 {2708 1699
Navy - 1286 %7 1397 1298 b1y 11469
Eduecation 2196 297 697 5959 /98 AR
Energy - 6/96 1797 167 1199 19 12799
HHE 11:9& P47 497 12/98 1/99 11796
HLUD 115596 4747 8197 12/98 bl 11798
imarior 12196 457 Hih 12768 1/49 11/9%
Justice %8 5/96 8/%6 12/99 12/59 i394
Labor 1206 | 397 6/97 1298 /99 12199
tate . 694 12794 647 g/684 [ GOR* §:55*
Transportation 12196 897 1247 12798 1799 11799
Treasury $%6 4197 147 i2/98 12198 1i/9%
VA 197 1798 n2458 i1/68 12799 1299
ALD 196 3191 £/97 1168 TG 05
EPA §2/96 387 667 12/98 19% 1199
WFEM}& : 1256 397 6/67 12/98 1799 1199
GSA §1/96 357 847 13798 1/99 1099
KASA 197 167 397 599 199 13459
N&F 9195 1169 &/97 £/9% 12/98 1299
NRC 4166 &/%7 997 39% A 11769
OPM 12/96 | 357 6197 12/98 11/9% 12798
SBA* 496 | 696 9/96 12/98 12798 1208
S5A 396 396 . 3406 1148 1208 1199

* — Applies to Mission-critical syste

ms only

H
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ESTIMATED AGENCY YEAR 2000 am:smons
(Do!lars in Mitlicrs, by Fiscal Yoar}

Agency 1996 1987 1998 1989 2000 YOTAL
Agriculture 26 20.0 343 266 57 85,3
Commarce 2.3 18 2 338 283 9.3 gu.7
Defanse

At Force __._,.b6 e85 2597 148 8.0 N0
TAmmy T 0.0 - 870 """&70 &40 00 Z1RD
TWawy T R X I D D X )

" Defense - Dther | NiA NiA T NA L NATTTTRIA T T T T o0
Education 0.0 02 30 4.0 0.0 72
Energy 1.8 212 447 43.5 16.9 128.%
HHS 7737 429 145 56 5.0 807
MUD » G.7 1.0 350 150 6.2 67.0
Interior 072 28 45 2.2 1.8 1.3
Justice 0.3 25 89 0.3 0.2 c 22
Labor L 47 53 4.6 22 1.8 152
State 0.5 476 554 291 16 135.2.
Transportation = - 0.2 12.4 2:1 397 5.1 "80.4.
Troasury : 1.3 550 1028 118.1- 215 118 5.
VA 40 450 455 430 0.G 144,
ALD : 0.0 Nz 10 0.0 0.0, 1.2
EPA 0.8 33 688 56 23 18.8.
FEMA 3.8 44 3.0 32 1.2 158
GSA - 0.9 G.6 0.6 0.2 0.0 18
NASA 0.0 86 14.4 166 14 325
NSF - 0.0 .02 6.3 0.1 08 LK)
NRC . NIk 28 X 2% 0.8 83,
OPM 17 03, 08 0.8 0.2 a7,
SBA 2.7 2.3 19 0.0 5.0. 68
SEA 2.2 5.4 g5 5.0 80. 33.1
e e ———— A ———— L — i A ———— T—— et et 1 3
TOTAL - 577 5294 8764 4778 1108 2282 4
Notes:

1} The estimates cove: “the costs of identifying necessary changes, avalusiting the cost effectiveness of maxking
ose changes {fix or strap decisions), making changes. lesting systems, and contingencies for failure recovery”
They 4o not moluge "obligations for utgrades or replagements that wodd otherwise oocur s psrz of e normat
systemn lifecycie.” (OMB Circular A-11, Section 43.2(¢)

2} These are preliminaty estimates only, More acoursie estimates will becoms avaﬂatﬁe after pgencies cormplete
the assessment phase. These sstimates do not include the Federal share of the costs for state information
sysiems thal supparnt Federal programs, For example, the Agriculture total does not inciutie the potendial 56
percent in Federal matching funds 1o be provided 1o states by the Food and Consumer Service to correct year
2000 problems . Similardy, while Labors FY 1998 President's Budget ingluges 5200 million for the states 1o coredt
yrar 2600 problems in State unemployment insurance systems, that amoun is not indiudes here,

3t NVA means not gvaiiabis " : :
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. Getting Federal Computers Ready for 2000 -

Progress Report .

U.S. Office of Management and Badgct

May 15, 1997
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Getting Federal Computers Ready for 2000

progress Report of the U.8. Office of Maqageme it ang Budge:
May 15, 1567

The Aémxn*shratlo” and the Congress are both working to
address the y2ar 2000 computer prabiam On February &, 1%37 OMB
sent & report to the Congress entitled "Getiing Federal Computers
Ready for 2000, Y which outlines the Federal government's strategy

‘to address the vear 2000 computery problem in its systems. That
. strategy includes assuring agency accountability. "To assist in

that effort, OMB reguired agencies ta report quarterly on their
program on the fifteenth of February, May. RAugust, and Nevember.
{See OMB Memorandum M~37-13, "Computer Difficulties Due to ths
Year 2000 -- Progress Reports® - May 7, 199?}

Tﬁas summary report is based.on the flrSg agency reports due
to OMB on May 15, 13%7. Those reports:

l.: describe the organizational responsibilities far
addressing the problem,

2. dnclude a status of agency efforLs to add*ess the
problam,

3. estimate the cost of addressing the problem in fiscal
years 19886 through 2000, and '

4, report on any systems that £all behind.schedule,

snalveis

The February report established the schedule against which
to measure progress and provided initial cost estimates. This
report provides the first measures of progress and updated cost
estimates. It shows that most agencies are in the aszsessment
phase, that agencies now estimate they will spend $2.B billion
fixing this problem, and that ¢f the 7,649 mission critical
systems identified {(excluding the Social Sgcurity A&minxstrat&aa,
which reported modules): '

o 4,483 {58%) are being repalred,
o 673 {3%! sre being replaced,

o 521 (8%} are being retired,

o - 1.59%8 {(21%) are already year 2080 compliant, and
ol 264 (3%) are still to be evaluated.
1
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This report -includes four” tableg which array and summarize

information provided by agencies. No systems were- reported
behind sahedale.

Table 1. *&gency Progress and Plans for Year 2000 Compliance of
Mission Critvical Systems,” provides the schedules for agencies to
complets the phases of the government-wide best practices. It
shows that 18 cof the 24 agenciss were still in the &&seasxent
phase ag of May 15, 1987,

Tabkle 2, "Agency Year ZGQQ Mission Critical Systems,® provides a
sn&pshot as of May 15, 1597 of the size of the year 2000 problem
and the results of "repair, replace, or retire" decisions made

“thus far. Agencies have identified 7,649 migsion coritical

systems {axcludlng the Social S&curzty Adminigstration which has
ldentified 29,13% modules).

Table 2 also shows that agencies are planning to repair the
majority (59 percent} of their systems, replace 9 percent and
retire 8 percent. Twenty one (21} pervent of agency mission

critical systems are already Year 2000 compliant. Decisions are
pending for 3 percent.

Table 3, "$tatus of Agency Year 2000 Mission Critical Systems
Being Repaired," shows that, as a weighted percentage, the
government is 65 percent complete with its assessment, and 17
percent complece with rencvation of the systems to be repaired.

Table 4, “Agency Year 2000 Cost Estimates as of May 15, 19887,¢
shows the estimated costs for fixing the problem by agancy,
Agencies estimated it will cost $2.8 pillion to fix the year 2000
problem. That includes an estimated expax&zturﬁ of $?§8 million
in FY 1897 and 81.1 billion in FY 19%8.

The estimates cover the caszs of identifyving necessary
changes, evaluating the cost effectivensss of making those
vhanges (£ix or scrap dec;s-cns? making changes, testing
systems, 4nd preparing contingencies for fallure recovery. They
do not include the costs of upgrades or replacements that would
ctherwise ccrcur as part of the normal systems life cycle. They
also do not include the Federal share of the costs for state
information systems-that sSupport Federal programs. The figures
provided by agencies continue to be preliminary estimates.
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As the first quarterly report, this report provides the
first measure of progress in the Executive Branch. Based on the
reports, agencies have made a good start in addressing the year
2000 problem, Most agencies are on schedule and have completed
or will shortly complete Lheir assessment of the problem., In the
interim, many have begun renovating systems, No mission crivical
systems arg reported behind schedule. =

However, as the summary tables show, much work remainsg to be
done. Asg of today, 21 percent of the agency mission-critical
systems are reported as already compliant. An additional 8
percent are being retired and need not be fixed., That leaves 71
percent cf the 7,649 mission critical systems reported that must
be repaired or replaced. '

As .expected, our estimare of the government-wide cost ($2.8
billion} is higher than the $2.3 billion estimate that we
reported in February, because agencies have progressed through
their assessments of the problem. Indeed, even since the May 15
date of this report, some departments and agencies have revigsd
their estimates, such as the Internal Revenue Bervice. We axpect
that the next guarterly report will provide a better, and likely
higher, c¢osr eéstimate as most agenciss complete thelry azsessments
in June. -

.

Agencies continue to place a high priovity on fixing this
problem. However, we are c¢ontinuing to interacr with senior
pfficials in those agencies that are not scheduled to complate
their assessment or renovation phases as early as moat other
agencies. In addition, where plans are not complete Or progress
is’ slower than previously promised, we are bringing the issue to
the attention of senior agency management to ensure their
continu&d'involvement.
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TABLE 3

(May 15, 1997)

: Number Assessment Renovation Validation ° Implementation
: Agency of Svstems =~ _% Complete % Complete % Complete % Complete
’ . Agriculture 469 41% - 0% 0% 0%
Commerce 162 75% 7% 5% %
Defense 2,752 64% 23% . 5% 8%
: Education 7 30% - 0% . 0% - 0%
p Energy 61 100% 8% 8% 8%
: HHS 177 99% 15% 17% 16%
HUD 115 50% 2% 0% 2%
‘Interior 38 90% 41% 0% 0%
Justice 118 52% . 2% 1% 0%
Labor : 24 86% 19% " 19% 13%
; State ‘ 14 7% 0% 0% 0%
DOT - 132 50% - 10% 0% 0%
Treasury 66 80% 17% 15% 8%
. VA .10 - 85% - 32% 12% . 6%
. AID 2 80% 0% 0% 0%
'- EPA 16 8% 20% 20% 20%
FEMA 17 92% 47% 26% 26%
- GSA 23 99% - 40% 5% 5%
i NASA - 211 75% 2% . 1% 1%
: . NSF 12 0% 17% 0% 0%
. NRC na - - - - -
OPM 67 " 100% . 0%, . 0% 0%
: SBA - 0 100% 25% 25% 25%
- SSA! 7.730 100% 65% 55% 50%

Total® 4,493 65% . 17% 5% 6%

' Reported and tracking modules rather than systems.

. 2 Excludes SSA which reported modules; percentages are weighted averages.

P TSR
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| Agriculture

Commerce
Defense
Edyeration

Energy”

HHS
HUD
Interior
Justice’

. Labor

State
DOT
Treasury
VA*
AIDY
EPA
FEMA
GSA
NASA

'NSF

NRC
OPM
5BA
S8A

TABLE |
(May 15, 1997
Renoai Validat .
697" 9/0% 9/99 10799
3197 12/98 1799 10799
12/97 12/98 6199 11/99
' 69T 9/98 - 5/98 3799
1497 9/98 2/99 7799
8197 12/98 1799 11/99
6/97 12/98 7/99 11/99
3197 12/98 1/99 11/99
. 697 7/98 10/98 1/99
" 697 12/98 1/99 1199
BT - 9/98 10/98 8/55
12/97 12/98 12199 12/99
7/97 12/98 12/98 11/99
1/98 11/98 1/99 12/99
8/97 TBD TRD “TBD
6/97 12/98 1/99 11/99
6/97 12/98 1/99 11/99
6/97 12/98 1/99 10699
3/97 699 799 12499
6/97 6/58 12/98 12/99
9/57 3/59 4/99 11799
6/97 12/98 1199 1299
9/96 12/98 12/98 12/98
596 11/98 12498 11799

' Two digits are used for the year since all dates occur before the year 2000

* Dates are earlier than those reported in February 1997,

* Dates are later than those reported in February 1997,
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ﬁgﬁﬁsﬁ: Yﬁﬁl ’?ijgm Eﬁsﬁjﬁﬁ !:E]‘II.QQI qf’ﬁlcmﬁ
{(May 15. 1997

Number Number Number
Total Nmbcr Yoof  Being Being Bemg Numbcr

Aggngx

Agticulure 68¢ B0 12% 43 469 87 5
Commerce 484 11 3% 110 162 3 98 -
Defense 3962 582 15% 4730 2752- 487 141
Education 24 10 4% 6 7 1

Energy 261 C 73 28% 119, - 61 . 8

HHS 566 251 44% 132 177 6

HUD 206 32 16% 36 115 23

Interior 85 35 41% B £ k1 2

Justice 190° 81 2% 10 118 1

Labar . 38 & 10% 28 24 0

State ' 58 12 2i% 29 i4 0 3
DOT? 166 18 1% 16 132° 0

Treasury 86 13 15% 7 © 66 0

VA 3. t 9% - 0 10 § .
AlD- 64 20 31% 30 2 0 i2
EPA A1 28 46% 12 16 ) 5
FEMA I8 17 45% 3 17 i

GsA 42 16 38% 2 231

NASA , ’ 453 . 205 A5% 37 21 6

NSF ' 16 g - 4 i2 .t

NRC? n/a na  nia n/a na na

OPM 94 17 18% 9 67 1

SBA , 40 10 25% 30 0 0

S5AY 29,139 20426 71% g73 7.730 g .

_ Total? 7.649 1,598 21% 673 4,453 621 264

* Not included in the total systems -- entries in this figure may have been reported tWiCe.
! Does not include FAA -- will be provided afier assessment is compieted.
* Information will be provided after assessment is completed.

* Reported and tracking modules (units of computer code that when compzicé!assm&cé
and execuied perform a specxfic business f‘uncuon} rather than systems.

? Excludes 85A whlch reported moduieq
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Progress on Year 2000 Conversion
Report of the U S. Office of Management and Budget
as of August 15, 1997

The Administration is working to avert the problems that cbuld oocur if systems are not
abie 10 correctly process the year 2000. On February 6, 1997, OMB sent a report to the Congress
cnmlcé *Getting Federal Computers Ready for 2000," which outlines the Federal government’s

stmcgy w0 address the year 2000 computer problem in its systems. That strategy is predicated on

 essuring agency accountability. To assist in that effort, OMB required agencies to report
" quarterly on their progress on the fifieenth of February, May, August, and November. (See OMB

Memorandum M-97-13, "Computer Difficulties Due 1o the Year 2000 - Progress Reports® -

May 7, 1997). This report summarizes those plans and describes other actions being taken to
"ASSHUrE SUCCess.

;-‘ The Federal government’s strategy is based on the five phases af agency best pracuces
for addressing the problem: Awareness, Assessment, Renovation, Validation, and !
Implcmcntamzz* With advice from the CIO Council, OMB set government-wide milestones for
the completion of work in each of the phases. Agencics then established plans for when they
would complete the work in each phase. The quarterly reports which are summarized here are
used to measure ;»mgress against those pians

£

On June 23, G&&ﬁmﬂthmgmssammwyafﬁwﬁmtagmcqulywpam and K
made it available to the public. This second summary report is based on the second agency
progress reponts which were due to OMB on ﬁugus( 15, 1997.

{

Government-wide Progresa
The February report established the schedule against which to measure progress and

provided initial cost estimates. This report provides the second measure of progress and again
izpdazcs cost estimates. [tshowstha ~

maay agencies have completed their assessment of the probiem and are rcuovanng code;

. aﬁacrshavcwzmdcsubmmipmgms

* aScncws Dow estimate tky mll spend §3.8 billion ﬁmg the problemy;

' While there 2re five phases, the work in them overlaps. It is not necessary, for example, i
for the assessment of all systems to be completed before renovation of systems begins. ‘

1
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the number of mission critical systems that agencieﬁ have identified has increased 10
8,562 (excluding the Social Security Administration, which reported modules); and,

Lo g S
L3

» of those mission critical systems:

e WE

o 5,332 (62%) are being repaired,

o . 1091(13%) are being replaced, -

R U P . ]

o 390(5%) are being retired, and
R 1646 (19%5) are already year 2000 compiiazxi.

This report includes four tables which array and sumrmarize mfarmatwn provided by
agensies. :

Table 1, "Agency Progress and Plans for Year 2000 Compliance of Mission Critical Systems,”
provides the agencies' schedules for completing the five phages of the government-wide best
practices. It shows that 20 of the 24 agencies were scheduled to have completed the assessment
phase by Atzgustis 1997, _

year 2000 problem and the results of "mpa:r replace, or retire” decisions made thus faz.
Agencies have now identified 8,562 mission critical systems (excloding the Social Security
Administration which has identified 29,139 modules), which is 913 more than the 7,649
identified in the May report.

! _ Table 2, "Agency Year 2000 Mission Critical Syszcms, provides a snapshot of the size of the

z Table 2 also shows that agencies are repairing the majority (62 percent) of their systems,
; replacing 13 percent, and retiring S percent, Nineteen (19) percent of agency mission critical
systems are already Year 2000 compliant. In May agencies reported that they would repair 59
. percent, replace 9 percent, and retire 5 percent of their mission critical syszems and that 21
- percent were already complisnt.

.Tablc 3, "Status of Agcncy Yw 2000 Mission Critical Systems Being Repaired,” shows that, as
a weighted percentage, the government is 56 percent complete with its assessment, and 12
percent cornplete with renovation 'of the mission critical systems to be repaired. These
reductions in the percentages from the May report (65 percent and 17 percent respectively) are
due to the agencies’ identifying 839 more systems being repaired than were reported in May.

Tablz 4, "Agency Year 2000 Cost Estimates as of August 15, 1997," shows the estimated costs
for fixing the problem by agency. Agencies now estimate it will cost $3.8 billion to fix the year
2000 problem, which is $1 billion higher that the $2.8 billion reported in May. That includes
estimated expenditures of $850 million in FY 1957 and $1.7 billion in FY 1998.
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The estimates cover the costs of identifying necessary changes, evaluating the cost
effectivencss of making those changes (fix or scrap decisions), making changes, testing systems,
and preparing contingencies for failure recovery. They do notinclude the costs of upgrades or
replacements that would otherwise occur as part of the normal systems life cycle. They also do -
not include the Federal share of the costs for state information systems that support Federal
programs, The figures provided by agencies continue to be preliminary estimates,

Evaluation

Qasad on the repmts some agencies are making good progress in addressing thc year
2000 problem. Most are on schedule and have completed their assessment of the problem, many
have also begun renovating systems. However, as the summary tables show, most of the work
remains to be done. As of wday, 75 percent of the 8,562 agency mission-critical systems
identified must be repaired of replaced. ;

While progress has been made overall, it Bas not been uniform across the agcnci:s. The
reports are disappointing in several of the agencies and we will therefore increase our oversight
of their astivities. (See the agency evaluation discussion below.)

As expected, our estimate of the government-wide cost ($3.8 billion) is higher than the
$2.8 billion estimate that we reporied in May, because agencies are progressing through their
assessments of the problem. The primary sources of the increase are the Treasury Department
{8736 million), the Transportation Department {$173 million), and the Department of Defense

- {392 million). We expect that the next quarterly report will provide s betier cost estimate as

agencies complete the assessment phase and gain more experience about how much it costs 1o
renovate their systems, -

Government wide Issuey .
Validation

As agencies move into renovating code, proper validation of changes made will be
critical to success in fixing this problem. These two activities will happen sequentially for each
system, but their schedules will overlap within an agency, because different systems will be at
different stages of being fixed. Table 1 includes a schedule of when agencies will complets the
renovation and validation of gl] of their mission critical systems. Over the coming months OMB
will meet with those agencics with the latest scheduled completion of the vahdatlon phase and
discuss the adequacy of those dates,

X As part of those meetings, we will d.zscnss the preparedness of communications interfaces
with systeins external to the Federal government, including State and local governments and the °

privase sector. The CIO Council has established & working group to specifically look at ways to
streamline the interfaces between the Federal government and State and local governuments.

3
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Among that group’s accompixshmmi& are establishing points of contact for the States in cach
Federal agency, and work on a State-Federal summit, to be held in October, to discuss electronic
data interfaces berween the States and the Federal government.

‘E :éx

The year 2000 pmbiem mprescnts a threat to systems that are critical to the ﬁmctzomng of
the government, Therefore, it is important to be sure that the problem has been or is being fixed.
Auditors can provide an independent validation of progress in addressing this problem.
Accordingly, OMB is revising its system audit guidelines to requesr that agency auditors report
on Yew 2000 progress from now through 2000,

£ * { : . =
-

Where a mission critical system is not fixed in time, it is essential that a contingency plan
be in place. Agencies are to develop such plans in accordance with the government-wide best
practices endorsed by the CHO Council. To assure that such planning has occurred for systems in
danger of not being repaired on time, we have asked for a summary of the contingency plan for
any mission critical system that is reported behind schedule in two consecutive quarterly reports.
We will identify and summarize any such plans in future reports to the Congress.

We have identified and are working on three government-wide areas where the year 2000
problem oceurs in other than computer systems: telecommunications, bio-medical devices and

laboratory equipment, and facilities, In these areas, the problem occurs in commercial products
_ that have computers or computer chips inside. We have established inter-agency working

groups, chaired by the key programmatic agency in each of these three arcas, 10 raise awareness
and to work with manufacturers to assure that products are fixed. Should other government-wide

. areas be identified, we will organize similar inter-agency efforts to address them.

Agency-Specific Progress
Agency Evaluation.

While most agencies appear 1o be making progress in addressing this problem, a aumber
are not. Slippage in agency schedules is not an option. Therefore, we are identifving agencies in
one of three categories depending on whether there i is sufficient evidence they are making
adequale progress in addmssmg this problem.
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The following criteria belped form our evalzzazzon of the mf{}mmuan rccmv::d fwm the
agencies: . .

Status of the assessment of the problem

Measurable improvement from previous reports

Schedule for completion of the phases of best practices

Dramatic changes in previously reporied information or other indications of concern

4 & 2 °

The first category is agencies where there is insufficient evidence of progress. The |
agencies in the first category are; Agriculture, Education, Transportation, AID.

The Department of Agriculture missed its completion date for the assessment of its probiem and
reports that it is only 38 percent complete with its assessment. Because of this lack of progress,
the Secretary of Agriculture has imposed several stringent measures on the componernts of the
Department, including & moratorium on the purchase of new information technology unti! the
assessment is completed.

Of the Deparment of Education’s 24 mission critical systems, 10 are already compliant, 6 are
being replaced, | is being retired, and 7 are being repaired. The Department missed its
completion date for the assessment of its systems to be repaired, and reported that § mission
critical systems were already two months behind schedule. Of the 7 needing repair, 3 of the 4
systems directly relating to student financial aid delivery have been assessed or are undergoing
assessment. The remaining student financial aid system needing repair, and 3 other systems, had
not begun assessment-as of the August report. The Department currently reports that it has
begun all assessments and is taking action to assure that wark on the systems is accelerated so
that problems found will be corrected in time.

The Department of Transportation will not complete its assessment until December 1997, Based
on the first part of the assassment, however, the Department has increased its estimate of the
work required to fix the problem by 3-fold. In addition, the Department does not plan to
complete its validation until December 1999, The Deputy Secretary h&s increased the executive
level azzcmzﬁm 1o this problem within the Department.

’ic Agency for International i}cvciopmcnt has not provided a schedule for its efforts. Based on
its recently completed assessment of its corporate systems, however, it found that its newly
implemented suite of systems contained year 2000 vulnerabilities. The Administrator will
updaie its report in November. : '

For these agencies we are establishing a rebutiable presumption going into the FY 1999 budget
Jormulation process this Fall that we will not fund requests for information technology
dnvespments unless they are directly related fo fixing the year 2000 probiem.

For agencies in the second category, we see evidence of progress, but also have CONCETnS.

3
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Many have strong year 2000 programs which we expect will continue to show progress,
The agencies in the second category are: Commerce, Defense, Em:rg} HHS, Interior, Justice,
Treasury, EPA, FEMA, NASA, OPM, and SBA. A summary of concemns and progress for these
agencies appears at Table 5.

For these agencies, we will discuss their year 2000 program with them during the Fzzz?, but will
Jorbear applying the rebuttable presumption concerning funding until we receive their November
15th quarterly report. We will, however, put them or: notice that FY 1999 funding for
information technology investments will be contingeni on continued progress in addressing the

 Year 2000 problem.

The remaining agenciss w HE.?D, Labor, State, VA, GSA, NSP, NRC, and S8A - appear
to be making progress. ‘For these agencies, our approach will be as follows:

Technology investments of these agencies will be treated in accordance with OMB 's normal
budgerary review criteria, which include a requirement that the investment "reflect the agency's

year 2000 compliance plan. (See C}%B Memomnénm 54197»02 "Funding Information Systems
Investmenis. ")

All agency pr*ogrless will be re-evaluated upon receipt of their November 15 reports.

OMB requires agc:zéies 10 report on any mission-critical systems for which year 2000
efforts have fallen more than two months behind schedule,

The Department of Energy reported that a number of its sites had not identified any -
mission eritical systems, and that they were, therefore, behind schedule on the assessment phase.
Senior management in the Department has taken action 1o assure that those sites identify their
mission entical systems and assess whether they are year 2000 compliant. The Department
reports that there w‘zil be some additions to their }:mmbcr of mission critical systems in future

repors.

The Department of Education reported three systems that are behind schedule in

. completing their assessment, due to contractual problems. They also report that those contractual

problems have been resolved and that the schedules have been adjusted fbr those systems to
assure thcy will be year 2000 c:aowpizaat in time.

Cnu:lmio:a.

Overal! progress coatinues, and agencies continue to place a high priority on fixing this
problem. However, a number of potential problem areas are apparent, and OMB is taking action

10 assure that these areas receive the proper attention.

6
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Agengy
Government-wide 697
Goal |
Agriculture 6197
Commerce : 387
Defense 12797
Education 6/97
Energy . 1797
HHE - &97
HUD . 6/97
Interior 3197
Justice £/97
Labor 6197
State 697
DOT 1297
Treasury 797
‘VA ' 1/98
AlD 8/97
EPA : 197
FEMA o 6/97
GSA . 97
NASA 31457
NSF 6/97
NRC 997
OPM 6197
' SBA 0/98
8§37 5/96

‘ 12/98

9/98
12/98
12/98
/98
9/98
12/98
12/98
12/98
7798
12198
9/98
12/98
12798
11798
8D
12/98
12/98
12/98
6/9%
12/98¢
3199
12/98
12/98%
9/98*

199

9799

179
6/99
9/98
2/99
1/9%
7199
1799
10/98
199
10/98
12799
1298
1799
TBD
1796

1/99 -

1799
99
1/99°
4/99
11759
12/98
12/98

E

11/99

10/99
10/99

11799

3799
199
11549
11799
11/99
199
11/9%
/99
1299
11/9%

 10/99?

TBD
1149 .
11799
10/99
12/99
117997
11/99
12799
12/98

1592

} Two digits are used for the ycazsinccguéa:ww{nhcfamthcymzow

? Dae is earlier than reported in May 1997

! Date is later than reported in May 1997
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Total Number %of | Bein Being  Being Number

:' W oripiiant (L)
; Agriculture 1,239 126 10% 37 931 144
© Commerce 503 - 133 26% 118 158 3 - 91
: Defense 3695 652 8% S267 2,53 183
] Education 24 10 42% 6 7 |
Energy 198 9% 25% 170 122 g
! HHS 434 115 2% 146 166 7
) HUD 231 51  22% 45 108 27
; Interior - 89 19 21% IS 49 6
Justice : 190 ‘58 31% il 118 3
Labor 60 9 15% 29 22 0
. State 72 24 35% 36 12 0
: " DOT 430 0 0% 19 408 3
‘ Treasury 30 39 12% 42 239 0
- VA o1 1 %% 0 10 0
. Al 64 20 31% 30 2 0 12
, EPA 61 33 54% 7 21 ¢
: FEMA | 38 17 45% 3 17 1
. GSA 58 29 50% 17 i1 1
MASA : 437 184 40% 46 225 2
NSF : i6 0 0% 4 12 0
NiRC 7 0 % 3 4 0
oPM 124 i7 14% 10 .96 1
: SBA 40 10 25% 30 0 0
1 SSAY 29139 23,456 80 % 975 21,8847 L
X TowalP £562 1,646 19% 1,091 5,332 3% 103
; ' Reported and tracking modules (units of computer codie that when compiled/assermabled
* and executed perform a specific business function) rather than systems. .
?f ? Includes 17,184 modules whers renovations are completed
e ? Excludes $54 which reported modules, 5
7 4
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Agency

 Agriculture

Commerce
Defense
Education
Energy -
HHS

Interior
Justice

State
POT

VA

CAID

EPA
FEMA
GSA
NASA
NSF
NRC
OPM |
SBA .
SSA?

Toul®

Number

932
158
2,593

122
166
108
43
118
22
12
408
239
19

21
17
1

225

12

21,884

5,332

FOf Defense’s 3 6?5 wiai mission critical systems, 60% have m;}icwd assessmmt

? Reported and tracking meduics rather than systems,

(Augns{ 15, 299?)

Assc&sment

Rm{mmca

8%

15%
14%
0%

10%
28%

. 9%

43%
1%

15%
25%
0%

6%

51%

33%
35%
2%

339%

0%
3%
35%

- 78%

12%

Vaizéatzezz

5%
28%

8%

5%

14%
%
25%
0%
0%
5%
67%

5%

im;sicmemazzzm

%

¥

5%
0%

5%
10%
1%
0%
0%
T%

0%
5%
13%

2E%
24%
13%
2%
0%
0%

30%
62%

2%

¥ Excludes SSA which reported modules; percentages are weighted averages.

G



AGENCY YEAR 2000 COST ESTIMATES AS OF AUGUST 15, 1997

{Dollars in Millions, by Fiscal Year) -

1996 1997 1998 1999 - 2000

Sl v gt A D

Agriculture * 5.0 49.6 25.3 9.0

Commerce * 2.6 28.0 25.8 6.6

Defense * 1 10.6 659.8 . 7.1

[aklaten SF0 - - Lariel i

Education . 0.1 0.6 3.4 4.4 0.2

Epergy 1.8 30.6 54.5] 20.4

HHS : 9.2 25.0 42.9 20.1 0.0

HUD ** 0.7 1.6 35.0 6.2

Interior ** ' 0.2 2.7 "~ 5.3 39 1.6

R Y L at]

Justice * 1.5 8.0 11.5 3.1 0.3

Labor * : 1.7 5.3 6.9 34 1.1

s

State ' 0.5 ‘47.6 56.4 ' 29.1 1.6

Transporiation * - 0.6 18.7 107.9 107.4 30.1

Treasury * 1.3 192.5 518.0 265.0 128.9

VA® ) 4.0 53.0 58.0 47.0 0.0

AID 0.0 0.2 0.5 0.3 0.0

L IT. N

EPA " 0.8 3.3 6.8 56 2.3

FEMA 38 - 4.4 3.0 3.2 1.2

GSA ' 0.2 1.0 1.0 0.1 0.0

| NASA ** 0.1 8.5 20.5 12.1 2.2
) 0.0 0.5 0.8 0.1 0.0

0.0 2.6 2.9 2.9 0.9

1.7 2.1 0.3 0.3 0.3

1.7 3.3 2.0 0.0 0.0

2.2 15.4 9.5 6.0 0.1

TOTAL 50.4 858.1 1684.5 914.3] 220.2

Notes: .
These estimates do not inciude the Federal share of the costs for State information systems that support Federal
programs. For example, the Agriculture totsl does not include the potential 50 percent in Federal matching
funds provided to States by Food and Consumer Services to correct their Year 2000 problems. Similarly, the

| HHS total docs not include the Medicaid baseline costs for the Federal share of state systems. And, while Labor's
FY 1998 appropriation request includes $200 million for States to correct Year 2000 problems in State -
unemployment insurance Systemns, that amount is not included in this estimate.

* Agencies for which total esmnat: increased by more than $1 million from the May report.
** Agencies for which total estimate decreased by more than $1 million from the May report.
1 Defense total estimate includes 61.7 million that was not allocated by year.
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Justice

Treasury

EPA

NASA
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010

(August 15, 1997)

Missed its assessment completion
date :

Large number and variety of systems
and interfaces. Substantial number still
being assessed

Missed its assessment completion

. date

- Omitted several key systems in its

first two reports

Litde progress in validating systems,
dramatic change in reponted information

Little progress in renovating and

validating systems, concern about
schedule

Missed assessment completion

date, had dramatic changes in
reported information

No progress in the assessment of
its mission critical systems

Has not completed assessment
of mission critical systems

Completion dates are later than
the government wide goals

11

TABLE S

Progress in assessment and
tenovation of mission critical
gysiems y

' Department remains on its
schedule, Y2K is 2 top
information technology
pricity

Progress in renovating
mission critical systems
Progress in renovating
mission ¢ritical systems

Assessment complete

Assessment complete

Substantially restructured
program te ssure
accountability across the

Depurtment

Progress in rencvating and

validating systems

Progress in renovating

- and validating systems

Progress on all phases of
repairing a large number of
complex mission critical .
systems '
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Completion dates arc later than the
government-wide goals

Roughly 1/3 of production lines of
code }xmaizz o be reviewed

12

Found and assessed new
mission critical systems,
began renovation

Migrating its systems to a
client-server environment
by the end of 1998 and
concurrently fixing jts year
2000 problem
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Progress on Year 2000 Conversion
Report of the U.S, Office of Management and Budget
_ as of November 15, 1997 ‘

The Administration is continuing to work on averting the problems that could oceur.if
systems are not able to correctly process the year 2000. On February 6, 1997, OMB sent a feport
to the Congress entitled "Getting Federal Computers Ready for 2000," which outlines the Federal
gavernment’s strategy to address the year 20600 computer problem in its systems. That strategy
is predicated on assuring agency accountability. To assist in that effort, OMB required agencies
to report quarterly on their progress on the fifteenth of February, May, August, and November. .
{See OMB Memorandum M-97-13, "Compuzer Difficulties Due to the Year 2000 - Progress
Reports® - May 7, 1997). This report summarizes the agencies’ progress and describes othcr :
actions being taken fo assure success, o

The Federal government’s strategy is based on the five phases of the best practices for |
addressing the problem: awareness, assessment, renovation, validation, and implementation..
With advice from the Chief Information Officers (CI0) Council, OMB sets government-wide
milestones for the completion of work in each of the phases. Agencies then establish plans for
when they would complete the work in each phase. While there are five phases, they are not,

necessarily consecutive. For example, renovation of some systems can be undertaken befow ﬂm

assesament of all systems is completed.

”I‘h:s is the third guarterly report, summ;mzmg the progress reports the agezzcxes sent to X

_OMBon ‘\Iovembcr 15, 1997,

Results in Bnef . Mf |

While all agencies have shavm progress, the extent of that progress is mixed, 'i}iree
agencies (DOE, HHS, and OPM) were added to the four (USDA, Education, DOT; and i}SAEii})
that were categorized as making insufficient progress in OMB's August report; two others {V A
and Labor) were added to the group of agencies for which there is progress but also cz}ncz‘:ms
and, two agencies (EPA and SBA), which had been in that category were reclassified to the. ™
category of those demonstrating sufficient progress. Total estimated costs are essentially .
unchanged since the previous report, but OMB continues to believe that some agencies” costs
may still be underestimated. In order to assure that funding is available to each agency to
remedy the year 2000 problem, OMB has taker actions through the budget process that are-;
described below in the section on agency specific progress. In addition, after considering t}m
critical need 1o assure that agencies have sufficient time to test their mission-critical systems in
production settings, the government-wide milestones are being accelerated from December 1998
to Septernber 1998 for cempicimn of renovation, and from November 1999 to March 1999 for
implementation,
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Government-wide Progress

This summary report shows that;
. Almost all agencies have completed zﬁazr assessment {;f the problem, and 2l are
renovating code. ‘

" phase by November 1997, (1 does Tiot Teflect the acceléralion in govemment-wide dates

- Agencies now estimate they will spend $3.9 billion fixing the problem.

«  The number of mission critical systems that agencies have identified (8,589) is essentially
unchanged.

. Of those mission critical systems: 2,296 (27 percent) are now year 2000 compliant, 4,700
(55 percent) are still being repaired; 915 (11 percent) are still being replaced; and 381 (4
percent) will be retired. This compares with 19 percent reported compliant in the
previous repot. _

Thzs report includes four tables which array azzd summarize information provided by t}ac ’

agencies.

#

* Table I, "Progress and Plans for Year 2000 Compliance of Mission Critical Systems,” provides

the agencies' schedules for completing the four remaining phases of the government-wide hest

. pructices. It shows that 21 of the 24 agencies were scheduled to have completed the assessment

bl 1 s
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discussed below.}

Table 2, "Mission Critical Systems,” provides 2 snapshot of the size of the year 2000 problem
and the results of "repair, replace, or retire” work thus far. Agencies have now identified 8,583
mission critical systems, which is slightly more than the 8,562 identified in the August report.
This change occurred in part because the Social Security Administration, which previously

+ counted modules, is now counting systems and has identified 308 mission-critical systems.

Because agencies know their systems and are responsible for assuring that agency programs
continue to function across the date change, OMB has given agencies discretion to define which
of their systems are mission-critical, Several agencies have increased or decreased their numbers
of rmssmn-cntx;ai systems as they complete their assessments.

Table 2 also shows that agencies are still repairing the majority {85 percent) of their systems,
replacing 11 percent, and retiring 4 percent. Twenty-six (27} percent of agency mission critical
systems are now year 2000 compliant. In August, agencies mpomé that they were then repairing
62 pescent, replacing 13 percent, and retiring 5 percent of their mission eritical systems, and that
19 percent were already compliant. Some agencies have adjusted their figures based on applying
a more rigorous definition of what constitutes compliance.


http:lli.eru;c~!~'1!!i.Qn

Tkl 3, "Mission Critical Systems Being Repaired,” shows that, as a weighted percentage, the
government is 95 percent complete with its assessment and 34 percent complete with renovation
of the mission critical systems 1o be repaired. In August, the fi ngs were 56 percent a:zd 12
pa:cani rcspectzvciy

Table 4, “Year 2000 Cost Estimates,” shows the estimated costs for fi fixing the problem by
agency. Agcnczes now estimate it will cost $3.9 billion to fix the year 2000 problem, which is
$100 million more than the $3.8 billion estimated in August. That total includes estimated
expenditures of $783 million in FY 1997 and $1.8 billion in FY 1998,

The estimates cover the costs of identifying necessary changes, evaluating the cost
effectiveness of making those changes (fix or scrap decisions), making changes, testing systems,
.and preparing contingenctes for failure recovery. They do not include the costs of upgrades or
replacements that would otherwise occur as part of the normal systems life cycle. They also do
not include the Federal share of the costs for state information systems that support Federal
programs, The estimates provided by agencies will continue 10 change as work progresses.

Evaluation

" Based on the reports, many agencies are making good progress in addressing the year
2000 problem. Most are on schedule and have completed their assessment of the problem; all
have begun renovating systems, and almost all have completed implementation of some misston-
critical systems. However, 43 the summary tables show, most of the work still remains to be

Thet ia e maaitien T Ag

_done, As of November 15, 67 pereent of the 3,589 ‘agency mission-crifical systems identified
must still be ?epazreé or mpiama‘i

Progress has been made {}veraii In particular, progress on renovation {34 percerzt
mmyietc) and overall system compliance (26 percent complete) is encouraging. However,
results are disappointing in several of the agencies, and OMB is therefore increasing zts oversight
of their activities. (See the agency-specific discussion below.)

As expected, our estimate of the govcmment-wide cost ($3.9 tillion) is slightly higher
than the $3.8 billion estimate that OMB reported in August. The primary sources of the increase
are the Treasury Department (§77 million) and the Departrnent of Health and Human Services
($34 million). OMB expects that future quarterly reports will continue to refine cost estimates ag
agencies gain more experience about how much it costs to renovate their systems.

Goverament-wide [ssues

Accelerated Goals

Aimaugh the agency reports demonstrate good progress in some areas, overall it is clear
that a vast amount of work remains. The original government-wide goals did not provide nuch
room for slippage. In addition, it is important to assure that agencies have sufficient time to run

W T TR R
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fully impicmézﬁad systems in a production environment. Finally, the sense of urgency should be
clear to both our private sector suppliers and to those with whom we exchange data

" Accordingly, OMB has accelerated the governmeni-wide target for completion of renovation

from December 1998 to September 1998, and the 1arget for completion of the :mpiememarion
phase from November 1899 to March 1999,

Although OMB expects that agenciés will make every effort to meet the March 1999
target, OMB also expects that some systems will not meet this target. Accordingly, OMB will
ask agencies to identify in their February reports any mission-critical systems that agencies do
not expect to be fully implemented by March 1999, along with the steps they are zak:rzg lo
develop contingency plans far those systems.

Ii E V Aﬁ -

Some of the private sector firms that have completed most of their work in fixing this
problem have advocated the imporiance of independent verification that systems have actually
been fixed. The agencies have been receptive to this advice and are requiring that systems be
certified as year 2000 compliant and independently venfied, In most agencies, inspectors general

< have taken an important and active rele in assuring that agencies are performing proper

verification activities, Agencies are also relying on existing processes for independent
verification. OMB will ask agencies to report on their independent verification activities in their
next guarterly report, :
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As stated above, OMB will ask agencies to describe in their February reports the steps
they are taking to establish contingency plans for any system that is not expected to complete
implementation by March 1999, In addition, agencies are 1o have in place a contingency plan
for any mission critical system that is reported to be behind schedule in two consecutive
quarterly reports and provide a summary of the plan to OMB. OMB has tasked the CIO Couneil
1o develop government-wide best practices in this area. OMB will continue to identify and
swmmarize any such plans in fulure reports to the Congress.

The Federal govmezﬁ exchanges data with foreign, State, and local governments, and

. with private entities. Of particular importance is the Federal relationship with the States, because

the States operate many important Federa) programs. Therefore, year 2000 compliance of data
exchanges with the States is of great importance to both the Federal government and the States.
To help assure compatibility, the CIO Council has established a working group specifically to
focus on the exchanges between the Federa! government and State governments. Already, that
group has established points of contact for the States in each Federal agency. In addition, a
State-Federa] smt was held on October 28 1997, 10 1{2&:}&@ spcc1f ¢ issues and develop a
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’ strategy for assuring that electronic data exchanges between the States and the Federal

T
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govemment will not fail.

An important piece of that strategy -~ using a 4-digit contiguous format in year 2000
compliant data exchanges - was agreed to at the summit, and recently promulgated in & joint
Jetter from OMB and the National Association of State Information Resource Executives, In
addition; policy and technical coordination groups have been established to address specific
issues as they arise. These groups have set targets for when agencies will have inventoried their
data exchanges witk States (2/1/98}, and when they will have communicated with the States
regarding both the precise format of their data exchanges and the timing of their change to the
new format {3/1798). This same qpproach will be used for all other exchangz,s OMB will ask
agencies (o report on progress in this area in their February reparts.

OME has identified and is working on three govemz%wm-widc areas where the year 2000

_ problem occurs in other than computer systems: telecommunications, bio-medical devizes and -

laboratory equipment, and facilities. In these areas, the problem occurs in commercial products
that have computers or computer chips inside them, and, at least for newer systems, needs to be
fixed by the manufacturers of those products, OMB has established mtemgency working groups,-
each chaired by a key program agency in each of these three areas, to raise awareness and to
work with manufacturers 1o assure that pzadm:ts are fixed. Each group has developed a work :
_plan and set concrete ohjectives for the coming months, The hio-medigal devices and laboratory .
_equipment group, for example, plans to establish a web site populated with compliance %
infarmation about such products early next year. The approach used for these three gav&mmenb

" wide areas will be used for others as they are identified.

Agency-Specific Progress
Agsngy Evaluation
While many agencies appear to be making good progress in addressing this problem,

some are not. As part of monitoring agency progress, OMB has categorized agencies into one of
three tiers based on the sufficiency of the evidence of adequate progress in their reports, -



The fﬁ}liowmg criteria were used in {}MB $ evaluation of the information received from
the agencies:

* . Statusofthe asscssmeai of the problem — Has the agency missed its target date, or is it

fikely 107
A Méas,urabiﬁ improvement from previous reports — Is there measurable and adequate

progress on renovation, and indications of progress on validation and implementation?

. Schedule for completion of the phases of best practices -~ Is the schedule realistic? Is the
- overall progress (including non-mission eritical and non-IT systems) credible?

. Dramatic changes in previously reported information or other indications of concern.

The first tier consists of agencies in which there is insufficient evidence of adequate
progress. The agencies in the first ter are: the Departments of Agriculture, Education, Energy,
Health and Human Services, and Transportation, as well as the U8, Agency for International-
Bevelopment arz:i the C}fﬁce of ?e:sz}zmci Mmgemmt.

Agricultire. ’?%;& Sccrciary of Agriculture and the Chief Ini'omi:ton Oflicer have dramatically
increased senior management atiention to this issue and taken strong management action. The
Secsetary has established a Senlor Executive level position for managing year 2000 issues

.
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" Depariment-wide, I addition, each bureau-level Adminisirator has also appointed a Year 2000

Senior Executive who reports directly to the Administrator and has established year 2000 project
teams. Duoring FY 1997, the Secretary issued a procurement moratorium requiring CIO approval
of any IT procurements over $25,000; under this moratorium, purchases will only be approved

" onan emergency basis or when the acquisition is directly related to year 2000 remediation. This

moratorium will remain in place throughout FY 1998 and FY 1999 to assure that the year. 2000 is
the Department's number one information technology priority. Although the Department has
completed the assessment phase, the pace on renovation, validation, and implementation

_ continues ta be slower than necessary to meet the Department's schedule.

Education, The Departinent of Education has begun making progress in addressing its year
2000 problem. It has established a schedule for its year 2000 work, developed a detailed plan for
fixing its mission critical systems, and has hired'a consultant fo assist with key project
management amxd technical tagks to assure that the problem is adequately addressed, However,
the Diepartment remains behind the government-wide schedule, having just completed the
assessment of its mission critical systems and only having begun renovating code.

Energy. The Department has just completed its assessment of mission-critical systems at all of
its government and contractor sites. In its November report, the Departmcm identified 69 new |
mission critical systems, Renovation is 13 percent complete, and progress in the other phases i is
minimal. In response to these concerns, the Department will require program officials to certify



1o the CIO that adequate progress 1s being made in achieving year 2000 compliance prior to
receiving I'T funds. In its February report, the Department plans to provide OMB a detailed

breakout of progress at each site.

Health and Human Services (Health Care Financing Administration). Although the

. Department of Health and Human Services (HHS} as a whole is making progress, the Health

Care Financing Administration (HCFA) has concemns about the 74 mission-critical systems of its
external contractors, such as Medicare fiscal intermediaries and carriers. A liitle more than half
of these contractors have completed their Year 2000 assessments. Furthermore, HHS and HCFA
have lirnited ability under current law to influence these contractors. HHS is developing specific
actions, including & legislative propoesal, that can be taken fo assure that these systerns will work
smoothly through the year 2000, :

Transportation. Although the Secretary of Transportation has greatly strengthened senior
management attention to this problem, the Department of Transportation continues to be at high
risk of system failure in the year 2000, in large part because of poor progress by the Federal
Aviation Administration (FAA). The FAA has completed assessments on only 38 percent of its
systems. This does not include an additional 245 systems the FAA has just identified as mission
critical, but has not assessed. Morgover, it is likely that additional mission critical systems 'will
be identified. The rest of the Department is also behind schedule, having completed only 91
percent of its assessment. Progress within the other phases has been minimal since the last -
report, and DOT is unlikely to meet its milestones. ‘Because the Department has not completed
its assessment, it is likely that it has underestimated its costs.

o b b, imm ey ek W g gk e ek —

" Agency for I nternational Development. USAID is zakmg ‘the correct management action in

addressing i's Year 2000 problem. It has delayed its modemization effort pending year 2000
work and plans to reprogram at least $16.9 million in FY 1998 for year 2000 costs, mostly from
the funds that were intended for the modernization effort, AID remains a concemn pending ™
demonstrated progress as a result of these steps. :

| Office of f’erszmn el Management, The Office of Personnel Management (OPM) completed its

assessient in February 1997, but has only renovated 9 percent of its mission-critical systems and
has not validated or implemented fixes 10 any of them. In August OPM issued a contract for the
renovation of 79 mission-critical systcms that support its retirement programs. That contract is
expected to pmduce substantial progress in the Spng of 1998.

QOther Agencics

For agencies in the second sategory, we see evidence of progress, but also have concerns.
Many have strong year 2000 programs that we expect will continue io show progress, The’
agencies in the second category are: Commerce, Defense, Interior, Justice, Labor, Treasury, VA,
FEMA, and NASA. A summary of progress and concemns for these agencies appears below.



Agency ‘Progress Continying Concerns
Commerce Overall, appears 10 be on-schedule; Need for progress is Census, NOAA and PTO;
i assessment of telecominunications is nezd for centralized management oversight;
underway. need for greater attention to bureay level
. - . dutail,

Defense Substantial progress toward completing Asszssment not yet complete; hag a tight
assessment and renovating misston- sehedule for mesting a massive Year 2000
eritical systems. challenge,

Interior Ahead of schedule for renovation of | Little improvement In renovation of sysiems
mission-critical systems; has program fo | since previous report.
find non-IT prohlems. .

Justice Named sentar nonlT officials Nesd greater progress ia renovating mission-
responsidle for Year 2000 in critical systems.
components; hiring IVE&Y contractor, '

lLaber Pians to sceclerate implementation of late ] Need grester progress in rcnmatmg mission- |
systems; completed documentation of alt c:mmat Systems,
external interfaces.

Treasury Increased management oversight; Assessment is still mwmpim ab FMS, 0CC,

e siguificass progress on renovation phase. | and OIG,
Good management oversight at IRS,

Veterans Good progress on renovation, validation, | Assessment still incomplets a2 VHA, but

Affairs and innovation; schedule is on target; expect complietion by /98 with substantial
some progress on assessment of bio- proportion of assessed systems tirning eut to

. medical systems, be compliant -
_1FEMA ! Ahead uf schedule for renovating | Little progress in renovation singe previous
meission-gritical gystems, ) raport.

NASA Sentior management atteation; Size and complexity of systems requireg

: acceldrating s schedule; has detaited continued close scrutiny; modest progress
plan in place, SINCE DrevIous FeporL,

The remaining agencies - HUD, State, EPA, GSA, NSF, NRC, SBA, and SSA - appear
to be making satisfactory progress.

- QI m ! I"

The previous report indicated that OMB would take budget action 1o assure that agencies

are devoting adequate resources to fixing the year 2000 problem. In particular, OMB announced

that FY 1999 funding for non-year 2000-related information technology investments would be
contingent upon agency progress on the year 2000 problem. The FY 1999 President’s Budget,
which will be transmitted in February, will reflect that policy. In addition, using OMB's
apportionment authority in accordance with the Clinger-Cohen Act (the Information Technology

Management Reform Act of 1996), OMB is apportioning information technology funds for some

agenciesin FY 1998,

OMB will continue to monitor agency progress on 2 guarterly basis and use appropriate
budgetary and management tools 1o assure continued progress,

8
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_ components of the Auwmmzd Commercial Service (ACS) indicated that the system would be

Exception Report on Systems

OMB requires agencies to report on any mission-critical systems fﬁ, which year 298{}
efforts have falien more than two months behind schedule.

The Department of Defense reports 23 of its 2,741 non-compliant systems are behind
schedule, The I}Cpartmem will provnde more detailed explanations of the mission-critical
systemns behind schedule in a separate report in Decomber. :

H

The Depariment of Hcaiéz and Human Services reports that the Health Care Financing

" Administeation’s external Medicare local carriers, fiscal intermediaries, and shared systems are

behind schedule and in some instances have provided unrealistic schedules.

The Department of Transportation has not completed the assessment phase for a number
of its mission critica) systems, including the FAA's Air Traffic Control (ATC) systems. Since
the last report, the FAA identified 245 mission critical systems that must stiil be assessed. For
those systems other than ATC, the Department had completed a preliminary assessment, but on
September 19, 1997, the Department issued more stringent criteria for measurement of
completion of work, Those systems are now being re-assessed under the new criteria, The
Department expects (o complete this reassessment by December 1997,

Treasury listed two systems that have fallen behind agency milestones; both systems are.
on schedule with respect 1o the government-wide guidelines, The initial schedule for all the

completed by June 1999, Aithz}zzgh some non-mission-critical components of the system wiil not
meet that schedule, all 142 mission-critical components of ACS are on schedule to be renovated,
validated, and implemented with respect to the year 2000 problem by October 1, 1928. The
same holds for the Treasury Enforcement Communications System {(TECS). The initial TECS
schedule indicated completion for all {(mission-critical and non-mission-critical} components of
the system by May 1999, For TECS, all 48 mission-critical components are expected 10 be
renovated, validated, and implemented by October 1, 1998,

The Environmental Protection Agency has two systems that are being repaired and are
more than two months behind the agency’s milestone for assessment completion, Both systems
have completed draft assessments and are on a schedule to complete final assessments by the end
of November and to meet the remaining agency milestones. The sysiems have been proceeding
under a schedule that preceded the establishient of the agency milestones. The agency does not

anticipate any problems in meeting the remaining uulcszoms, but will continue to closely
monitor these systems.

FRE T PR



. ~ OMB will work with the agenctes and the Congress to assure that the right :nfmmaim is
bemg provided for oversight purposes and to keep the public informed. This effort will be
designed 5o as to keep the reporting burden at the minimum level necessary, so as to avoid
unnecessarily diverting agency resources from fixing the problem. In addition to the reporting

. changes mentioned above, additional information may be fequested on progress on non-mission -
eritical systems and on other government-wide systems, In addition, some other reporting
requirements will be clarified.

|
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Progress and i’]ans for Year 2000 Compliance of Mission Critical Systems .

3
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TABLE 1

(As of November 15, 1997, and before any ad;ustrnents for accelerated milestones)

Renovation

Implementation

Assessment Validation
Gov'tewide Goal - 6/97 12798 1799 1199
Agriculture 1197 9/98 9799 S/99°*
Commerne 387 12/98 1799 10/99
Defense 12/97 12/98 6/99 11/99
Education 11797 12/98 9798 3/99
Energy 1497 9/98 2/99 7/99
HHS 6/97 9/99 10/99 12/99
HUD 6/97 12/98 7199 - 11759
Interior - 3/97 12/98 1/99 11799
Justice 6/97 7/98 10/98 1799
Labor 697 12/98 1599 . 11799
State 697 9/98 10798 8/93
Transportation 12597 12/98 759+ 10/99*
. . Treasury T 12/98 12% 11/99
VA 1798 1198 1/99 10/99
L SAID T TTIRT 63 B9
EPA 697 12/98 1/99 11/99
FEMA 6/97 12/98 1799 11799
. GSA 6/57 12/98 1/99 10/99
NASA 8197 12/98* 159+ 11/99*
NSF 6/97 12/98 1459 11799
NRC 997 12/98* 159+ 4/9%*
OPM 6197 12/98 1/59* 6/99¢
SBA 9/96 12/98 12/98 12798
SSA 5196 9/58 1298 1/99

999 .

B b st
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Note: Bold dates are later than dates shown in the August 13, 1997 report dates with asterisks

are earlier than the dms shown in the August report.
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Mission Critical Systems

Total Number

Number Compliant
Agriculture 1341 210
Commerce 513 273
Defense 3143 872
Education 19 7
Energy . 468 137
HHS 487 159
HUD 195 62
Interior 82 26
Justice 192 51
Labor 61 10
State 69 27
Transportation 516 36
Treasury 256 - 49
VA 1t 1
AlD &5 7
EPA 6l 36
FEMA 48 21
GSA 58 29
NASA 459 211
NSF 16 i+
NRC 7 3
OPM 124 17
SBA 40 10
SSA 308 244
TOTAL 8589 2296

TABLE 2

%a‘&tw}xw' m‘l s

g Frh M

Compliant  Number  Number Number -

asPercent  Being Still Being Being 3

of Total Replaced  Repaired Retired

16% 58 947 126

53% 83 119 38 - :

CN% 203 2140 128 .

3% & 5 1 ‘

29% 157 161 13 B

33% - 126 194 8 ;

32% 35 17 21

28% 10 51 5

27% . 13 125 3 )

6% 27 24 0 )

319% 30 12 . 0

1% 29 149 5

17% 23 220 4

9% 0 10 0 )

11% 8 31 9 ;

59% S I8 2

44% 1 14 2

50% 17 11 1 :

A6% 51 154 3

0% 4 12 g K

14% 3 3 a

14% 12 94 i

25% 0 30 0

79% 4 59 1

27% 515 4700 381 :
{
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TABLE 3

Mission Critical Systems Being Repaired
{Percentage Complete)

Number  Assessment Renovation Validation Impiement;aﬁon.

Agriculure 947 100% 12% 6% 7%

Cormumerce 148 100% 30% 2% 0 22%
Defense 2140 93% 44% 16% 2%
Education 5 - 100% 20% 0% 0%
Energy 168 C100% 13% 11% 4%
HHS 194" 81% 36% 21% - 16%
HUD 157 100% 45% 27% 22%
Interior 64 94% 20% 20% 20%
Justice 125 100% 18% 11% 6%
Labor - 24 100% 16% 12% 1%
State 12 100% 25% 25% 0% .
Transportation 154 80% % 5% 2%
Treasury- 240 80% 44% 8% 8%
VA 10 . 90% 61% 18% 25%
AlID 34 95% 9% 9% 9%
EPA 30 100% ° 50% . 40% 4% .
UUFEMACTTT T 100%  29% . . 2%, .. 2% ... -

GSA it 100% 25% 18% 17%
NASA 218 100% 14% 11% 11%
NSF 12 100% 50% 4% 0%
NRC .4 ©100% 25% 25% 25%
OPM 94 100% 9%, 0% 0%
SBA 30 100% 6% &% . So%
SSA 288 100% 80% 4% 69%
TOTAL 5124 95% 34% 17% . 10%:

13



These estimentes do not include the Federal share of the cosn for S:a:e information systemy that

support Federal programs. For example, the Agriculture 1013 does not include the potential 50
percent in Federgl maiching furds provided 1o States by Food and Consumer Services 1o correct

sheir Year 2000 probigms. Similarly, the HHS rotal does not inctude the Medicaid baseline costs
Jor the Federal share of stote sysiems. And, while Labar's FY 1998 appropriation includes

$200 million for States to correct Year 2000 problems in State unmp!eyma: insurance syyems,
that amonnt is not incleded in this estimue.

* Agencies for which total estimate increased by more than 51 million from the August 1997 wpcn.‘
** Agencies for which total estimate decreased by mere than $1 million from the August 1997 report,

[1] Treasury total includes $9.4 million in FY 2001, Transportation total includes 31.7 million in FY 2001.
i
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AG ENCY YEAR 2000 COST ESTI&‘{ATES ¥
(Bazsm in Millions, by Fiscal Year) ‘1
Agency " 4995 - 1997 1998 1999, 2000 TOTAL E i
: - \ ; ) . i ! ! ot
Agriculturs +* 48 184" 500 262! 0., 109! :
Commerge * 16, 124, ns 28.6 . &9 83.4) .
Defense ** 14.6 376 8. 7116, 274.7. 308 1402.5: N

Education .1 0.6 34 4.4, 0.2} 8.7

Energy* 15 242 &1 443 17.: 136.1!

HHS* 9.0 29.3 72,3 20.1" 0.0 . 1309

HYD *# 6.7 6.2 19.5 15.0 6.2! 476!

. Interior * 0.2 i8 10.6 3.0. 8.7 173

Justice 1.5 7.3 12.5 3.5 0,3 25.11 - .
Labor 1.7 53 . 8.9 4 1.1° * 184 . ‘

State 0.3 47.6 56.4 29.1 16 135.2.
Transportation {1 04 17.2 1098 - 1096 295 - 2617 .
Treasury * {1 7.1 174.8 3313 287.7 122.4: 11827

VA 40 22.0 710 67.0 2.0 166.8:

AID® 1.1 3.0 1% 1.9 0.0 13,7,

: EPA 0.8 3.3 6.8 56 2.3 18,8/

FEMA 38 4.4 20 3.2 1.2 156

‘ ' GSA 6.2 1.4 1.0 0.1 0.0 2.3

‘ . NASA* 0.1 8.2 209 13.5. 2.3 45.0-
o s i NS 0.0 Q.57 g 8 QG 14 :
I T - e o e Y R . el T Tk
OPM 17 21 0.3 0.3 0.3. 47 ;

SHA 1.7 33 2.4 0.0 0.0 1.01
$SA 22 154 9.5 60, 0.1 3.2 s
TOTAL 50.5 7828 18352 9502 2365 38758 '

Nales.
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MEMORANDUM TO THE PRESIDENT
RO ce: ?acL.sk
M
s
k:a& g(‘. L P
SUBJ: The Year 2{)0(} E’mb%em

Executive Order 13073, which created the President’s Council on Year 2000 Conversion
{the “Councii”), requires the Council Chair and the OMB Director (o report to you at least
quarterly on the year 2000 (Y2K) computer problem. This is our third report,

While more crgzmzz&twrzs are bacommg aware of, and mounting efforts to address, the
year 2000 problem in the wake of the speeches you and the Vice President gave at the National
Academy of Sciences in July, we continue to believe that there are serious risks of system
fatlures in three basic areas: smuall and mediom-sized businesses, State and local government,
and international activities. Growing public concern about the possibility of such failures may
cuuse people to overreact, which, by itself, could create significant economic difficulties.

‘This memo outlines our concerns and some of the sieps being taken to address the Y2K
problem, and also provides an update on Federal agency year 2000 progress.

We continue to monitor ¢losely year 2000 progress in key infrastructure areas such as
energy and transpontation. However, widespread failures in the following more general areas
could have an adverse effect on the Nation's economic health.

Small and Medium-Sized Businesses

- We continue ta recetve indications that one of our biggest possible eXxposures o year
2000-related disruptions is among smali and medium-sized businesses. As you noted in your
July 14 address, surveys indicate that only half of small and medium-sized businesses aware of
the problem intend to do anything about it. This inactivity will likely result in many business
fatlures, which would have g tz&gazzve effect not oaly on employees zm{i their families but on the
ecanomy as a whole.



On September §, Secretary Daley and the Council Chair hosted 2 meeting of
representatives from.major business organizations, including the U.S, Chamber of Commerce,
the Nationa] Retail Federation, and the American Business Council. They echoed our concerns
about preparsdness and called for a concerted effont o frzcus the atiention of the Nation's
busingsses on the }fear 2000 prablem.

The Smaé% Business Aémiﬁisa"azieﬁ {SBA) has mounted an aggressive Y2K public

awareness campaign and, through its web page and other outlets, is distributing information to

business owners about the importance of assessing their own gxposure to the year 2000 problem
* and steps they can take 0 prepare their systems for the new miliennium. $BA is now planning a
“YZK Action Week” next month, in which SBA field offices across the country would hold Y2K
seminars for the owners of small and medium-sized businesses. The Council Chair is exploring
options for broadening the focus of the week w include participation by multiple Federal
agencies, along with the business organizations mentioned above, to encourage increased action
on the year 2000 problem among small and medium-sized businesses, This may present an
opportunity for you and the Viee President to reemphasize your concern about this matter.

State and Local Gpvémment

Given the American people’s heavy reliance upon States and localities for many
important services, we are very concerned about progress in this arga, Unfortunately, there
continues to be little activity on the problem among many small and medium-sized counties and
cities, and weak lines of communication and support exist between most States and the local
governments within their jurisdiction, As a former governor, you know that widespread failures
among State and [ocal governments could mean disruptions in very imponant services ranging
from unemployment insurance 1o water trealment [0 emergency services.

We have worked to encourage States and lucalities to focus on the problem. In late July,
Council members participated in a two-day National Governors” Association V2K conference
with year 2000 representatives from 45 States,” The conferees had frank and productive
discussions abgut how the Federal Government and the States could best work together to
overcome shared challenges in areas such as transportalion, environment, and finance. As 3
result of this conference, the Council Chair now holds monthly conference calls with the State
year 2000 representatives to discuss cooperative yvear 2000 efforts between the Federal
Government and the States and how States can help each other to address year 2000 chailenges.
The Council has also now created a State, Local, and Tribal Government working group, chaired
by Mickey Ibarra, which, in addition o focusing on State and lacal government Y2ZK efforts, is
working with Tribal governments to review the impact of the problem on their communities.

Alse in July, the Council Chair met with county executives from across the country at the
National Association of Counties annual mesting in Portland, Oregon. He encouraged them to
increase the level of their activities and to work closely with State year 2000 officials to ensure
that vital Siate and local services continue without interniption,
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Federal agencies are also actively working with the States 10 ensure that Federal-State
data exchanges used 10 Carry out tmporiant programs such as unemployment insurance and
Medicaid will be ready for the year 2000, Unforiunately, while most Feders! agencies and States
have now inventoried all of their date exchange poinis and are exchanging information with one
another about whether they are year 2000 compliant, 2 number of States are reporting difficulties
in locating all of the exchange points at their level. We will provide these States with whatever
assistance we can 50 that they are able to complete their inventories.

~—._. International Activi;ies

We have little control over other countries’ year 2000 efforts and, as such, feel least
comfortable about progress in this area. Although more countries have begun to take notice of
the issue, too few are mounting aggressive efforts to address it. While Japan has improved its
response in recent weeks with the adoption of a national Y2K action plan, wé remain concerned
about the lovel of activity in the rest of Asia, as well as in most South American countries, and
all of Central America. There i3 2 growing awareness to the seripusness of the prablem in
Europe, but Germany and lialy continue to lag behind.

\J As you know fram your sumumit mesting with Prime Minister Obuchi, the Japanese

Govemment is interested in stepping up is efforts to address YZK. The Counci) Chair has
agreed, as was reflected in the meeting's U.S.-Japan Y2K Cooperation Statement, 1o meet in
Japan at the end of this month with senior govemnment officials and business leaders. We hope
to encourage them to take a leadership role in czzceumgmg other APEC nations (o attack the year
20060 problem vigorousiy. .

With 13 percent of our gross domestic product dependent upon international trade and
commerce, we are especially concerned about the status of international year 2000 preparations
in key infrastructure areas such as transportation, telecommunications, power, and finance,
Coneerns about progress in other countries are already starting to spill over into the .
transportation industry, where some maritime shipping companies are developing plans to keep
their ships at sea in the days preceding and immediately following January 1, 2600. Such action

. cauld pose problems for supplies of critically needed imports such as oil.

There is some progress 1o report on increasing awareness of the problem in the
international community, Following its adoption of 2 Y2K action resolution in late June, the
United Nations distributed 1o its member states guidelines for how 1o address the year 2000
problem. These guidelines, which the President’s Council helped draft, are intended 1o help
countries focus on the problem from a national perspective, emphasizing the importance of
preparations in key infrastructure areas. The OECD has just completed a survey of its 29
member nations on the state of their year 2000 preparations. And the World Bank, which will
receive 0 $12 million U8, contrihution, is continuing its effonts 1o increase awareness of the
problem among developing nations with a series of international conferences on the issue.
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We are becommg increasingly concerned that the public’s perception of the problem and
its possible outcomes on January 1, 2000 may cause people’to overreact. Fed by the so-called
“doomsday scenarios” that envision system failures causing the world to grind to a halt,
overreaction by millions of Americans could create many self-fulfilling prophecies. For
example, if people beligve year 2000-related disruptions will create shortages on grocery store
shelves, even though the evidence may suggest that the food supply chain will be unaffecied, and
rush out to buy canned goods, their hoarding behavior afone will create shortages. Similarly, the
withdrawal by millions of individuals of relatively modest amounss of funds from the stock
market and financial institutions would create major economic difficulties.

provide the public with accurate information over time about what works and what is stilla
chalienge, along with information about related back-up or contingency plans. The public
responds well 10 the possibility of natural disasters like hurricanes because they have confidence
in our emergency response system. We need to help theny develop similar f’{}n‘z;é&zcs i our
ability to deal with the ycaz‘ 2000 problem. .

’%\j The most direct response to this potential problem is 1o encourage all organizations (o

Assessment: Federal

Federal agencies continue to make progress in preparing their migsion-critical systems for

the year 200() The latest OMB summary report shows that Sorpercem.aﬁyz_e_wem’s

M Lare-row-yveas2000 compliant, ug : Hay. Althe same time, many
Vgl agencws continue to face significant challenges in their year 2000 efforts. The seven agencies”
E—

that comprise OMB’'s Tier | -- those making insufficient progress - are; Defense, Education,
Energy. Health and Human Services, State, Transportation, and the Agency for International
Development. Thesé agencies must increase their overall progress if they are to maeet the March
1999 goal {or compieting year 2000 work on mission-critical systems.

On September 2, two days before the release of the latest OMB surmumary report, we
\j@imé Vice President Gore in a meeting with senior offictals from the Tier | agencies and
reinforced the message that you and he delivered to the Cabinet in January: the year 2000
problem must be every agency's top management priority. The Vice President requested that the
Tier | agencies report back to him next month on the obstacles they face (o improving their
progress and on how they plan 1o overcome them. -

Of the Tier I agencies, those of most concem are HHS, Defense, and Energy.
Health and Human Services. HHS Health Care Fmancmg Administeation (HCFA)

TeImaing a serious concern as a result of its internal and external systems remediation schedule
-and escalating cost estimates. As of the August quarterly report, only 56 percent of HCFA's
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internal systems and 14 percent of external contractor sysiems had been renavated (the
Government-wide average is 71 percent). Achievement of the HHS and Government-wide
milestones will require an extraordinary acceleration of the remediation process i the last three

" months of 1998, leaving very little margin for error to deal with unanticipated problerss. HCEA's

cost estimates for Y2K remediation have increased dramatically in the last quarter due to a more
comprehensive assessment of contractor systems, and new contingency/continuity of business
planning efforts,

Defense. The Defense Deparumnent faces a massive year 2000 challenge that must be
accomplished on g tight schedule. Tt has 40 percent of the Govemment’s mission-critical
systems, many of which have date-sensitive embedded chips that must be examined. Defenss
has improved Hts rate of progress in addressing the challenge {the percentage of mission-critical
mzems that are now wm;}iz@mwwum but the pace

s : 3 ke in time. The Department has, however, recently acted to
&Qiszer its mzam:ﬁ structurs fcz‘ azizimssmg the year 2000 problem. On August 7, Secretary
Cohen ordered greater effort by the Unified Commanders-in-Chief with regard to the Y2K
problem and created an expanded management feam to address the issue.

Energy. The number of year 2000 compliant systems at the Energy Department has
increased 1o 40 pereent, from 36 percent in May, and modest progress has been made in the other
phases. However, Energy has not yet identified all mission-critical systems at its government
and contractor sites, and assessment of the Department’s embedded chips and {ab equipment
continues. Energy remains behind the Government-wide schedule for completing work by
March 1999. Although the Department has defined 411 systems as mission-critical, it has yet to
set explicit priogities for, and allocate resources among, those systems. The Department's
independent Office of Oversight Review has recommended that Energy "focus management
attention on complex, critical systems that face moderate to significant risk.”

Other Issues

After several weeks of discussions and negotiations with a wide range of indusiry groups
and House and Senate staffers, we were able 1o develop a year 2000 consensus bill to encourage
companies to share information about their experiences with products, fixes to their systens,
testing protocols and results, and their general state of readiness. This so-called “good
samaritan” legislation, first proposed in your July 14 speech, would protect companies from
liability for such disclosures as long as they were made in good faith. While enactment during
this session 15 still & long shot -~ some have suggested we are sesking a miracle — passage would
provide a major boost to our efforts to deal with the year 2000 problem arcund the world.

We see an increasing need for moratoriums on regulatory and fegislative changes that

might hinder vear 2000 progress. As vou know, as a result of bipartisan cooperation, the IRS
Reform Bill you signed last month delayed the implementation dates for several provisions that
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would have hindered the IRS’s efforts 1o prepare its systems for the year 2000, But this issue
also extends 1o entities outside the Federal Government, Inl uty, the Council of State
Governments publicly called on the Government ¢ avoid imposing new regulatory or policy
changes upon the States in the months leading up 0 the vear 2000. The Securities and Exchange.
Commission. the Transportation Department, and the Federal Reserve Board, have either
announced, or are planning 1o announce, “year 2000 moratoriums™ to avoid hindering the
progress of those whom they regulate.

Next St

Cver the next few months, the Counci] will begin to monitor and assess the private
wsector's year 2000 progress to determine where failures are likely 10 occur and to begin o
develop appropriate contingency plans. As discussed earller, we will also communicate to the
public what we know about the likelihood of economic failures and the Government’s plans 10

address them, N

We will also continue to work 10 increase awareness of the problem intemnationally, The
Council Chair has now met with his counterparts from Great Britain, Canada, South Africa, and
Mexico and has held discussions with representatives of the Organization of American States
about the possibility of holding a hemispheric conference on the problem. Additionally, the
Council Chair is working with the United Nations to convene a summit of the warld’s yeaz 2000
coordinators in New York before the end of the year.,
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~ Good morming, Chairman Stev ens, Chairman Benne:tt Senator Byrd and Senator Dc:dd i
am pleased to appear before the Cem:rmt{eus to discuss the Federal Goverument § Progress in
addreasing on2 of the most complex management challenges it has ever faced, the year 2000
problem. The Federal Government is not alone in addressing this challenge, as the Senate wisely
recognized last year when it formed the Senate Special Committee on the Year 2000 Technology
Problem. This is a problem with potentially enormous implications for owr Nation. Every sector
of our economy and all organizations large and small must work together so that we can, as the
President said in his State of the Union Address, make sure that the Y2K computer bug will bs
remembered as the last headache of the 20th century, not the first crisis of the 21%,

Today, 1 would like to address three topics. First, T will describe Pederal progress in
addressing the Y2K challenge. Second, I will discuss Federal agency costs and funding for these
efforts, Third, I will describe our next steps to assure that Federal programs that people depend
upon will not be disrupted. These next steps include focusing on completion of individual

systems, ensuring the readiness of Federal programs, and completion of business comtinuity and
contingency plaos.

' FEDERAL PROGRESS

As you know, the Federal Government has been working for more than three years on this
problem. Last week, 1 sent to Congress OMB’s ninth quarterly report on Federal agency progress.
in addressing the Year 2000 problem. That report shows that Federal agencies continue to make
excellent progress in addressing this challenge. In particular, it shows that 93 percent of the
Federal Government’s mission critical systems are now compliant, an increas¢e from 79 percent
reported in February.

Fourteen of the 24 major Federal departments dnd agencies now report that' 100 percent of
their mission eritical systems are Y2K compliant. These agencies are: the Departments of “
Education, Housing and Urban Development, Interior, Labor, State, and Veterans Affairs; the
Environmental Protection: Agency, the Federal Emergency Management Agency, the General



Services Administration, the Natiopal Science Foundation, the Nuclear Regulatory Commission,
the Office of Personnel Management, the Social Security Administration, and the Small Businzss
Administration,

In addition, two agencies, Commerce and NASA, report that 99 percent of their mission
critical systems are compliant and that they expect to be finished soon. Thres agencies, the
Deparmments of Agricujture, Energy, and Health and Human Services, are between 96 and 97
percent comnpliant. Four agencies report that between 90 and 94 percent of their mission critical
systems are compliant, including the Departments of Justice and Transporiation at 92 percent.
The Department of Defense reports that 7 percent of its systems are compliant, while the (.S
Agency for International Development has completed implementation of three of its seven
misgion critical sysiems.

From « base of 6,190 mission critical systems at this time, 410 mission critical systems
remain to be {inished, down from 1,354 in the last report. The compliant systems include those
that have been repaired or replaced as well as systems that were already compliant. Of the
mission critical systems that remain to be finished, 87 (82 percent) are being repaired, 35 (10
percent} are being replaced, and 24 {eight percent) are being retired. We are monitoring the |
completion of each remaining system through monthly reports from the agencies.

This progress 1$ a tribute 10 the hard, skillful, and dedicated work of thousands-of Federal
employees and contractors. Moreover, the rapid availability of funds through the contingent
emergency reserve has been key to ensuring progress. 1 would like to thank the Committees for
helping to ensure that Federal agencies will not fail 1o meet the Year 2000 deadline because of
lack of adequate funding.

While much work remains to be done, we fully expect that all of the Government’s
mission critical systems will be Y2K compliant before January 1, 2000, For some time, fixing
the Year 2000 problem has been the agencies’ number one information technology (IT) priority,
as other IT projects are being delayed until the Y 2K work is done. This action has been managed
threughout OMB’s budget process.

Additionally, agencies are minimizing any kind of changes to their systems unrelated to
Y2K in order to ensure thal they will be able to maintain the schedules they have set for
completion of their work. Changes not only divert resources from fixing the Y2K problem, bt
may also undo Y 2K fixes. Based on guidance Dissved on May 14, 1999, “Minimizing Regulatory
and Information Technology Requirements,” (M-99-17), agencies are vsing change management
processes o ensure that new IT requirements or changes o [T systems are minimized.

Again, this effort will ensure that agencies set realistic goals for the completion of their
work and will enable them - and ug - to measure their progress against their own goals,
Agencies are working hard to finish fixing their systems, gnd we are confident that every mission
critical svstem will be readyv for the vear 2000,




* Y2K COSTS AND FUNDING

First and foremost, I want to recognize that the transition into the Year 2000 has posed 2
unique challenge. Formulating the Federal response has required a great deal of attention, hard
work, and flexibility. In advance of my more detailed comments on this subject, let me thank
vau for all of your work-and leadership in helping to ensure that sufficient funds are available in
a timely manner to address Y2K remediation. As we have scrutinized agency requests and
funded the most critical opes, the wtility of this funding mechanism has been proven many times.

Simply put, without such a fxzz;d many Federal agencies would not be nearly as far along in théir
gfforts os they are today.

I would also like 1o emphasize that the Administration’s strategy for monitoring
Governmeni-wide progress on Y2K has been predicated on agency accountability. We have
systematically monitored agency progress using a range of performance measures -- compliance
of mission critical systems, status of mission critical systems being repaired, progress on high
impact programs, etc., as well as agency Y2K cost estimates. These measures are linked, and
together provide the most accurate picture of the Government’s overall readiness. On a quarterly
basis (or more frequently, if needed), agencies have been required to update OME on their Y2K
progress and to explain all significant changes in these measures.

We have tried (o strike the appropriate balance to ensure agency accountubility without
diverting vital resourees from Y2K compliance activities to reposting requirements. ln addition,
the Administration has tried to be as forthright as possible in sharing information about Y2K
readiness, OMB has directed that agency quarterly reports and detailed spending plansbe
forwarded to Congress, and we have appreciated your input as we have worked mgether e
address the challenge posed by Y2K.

As you know, fast September the Administration requested an FY 1998 supplemental
appropriation for $3.25 billion in contingent emergency funding to address urgent, emerging
neads associoted with Y2K conversion activities, This request was consistent with Senate action -
to that point. The Omnibus.bill provided contingent emergency funding of $2.25 billion for non-
defense activities and $1.1 billion for defense-related activities for Y2K computer conversion.
As you also know, OMB is responsible for allocating the non-defense contingent emergency -
reserve. To date, $1.768 billion has been allocated from the non-defense reserve, and §14
million has been returned to the reserve at the request of the House Appropriations Committee,
Therefore, $496 rematns in reserve for vaforeseen requirements, Of the $1.1 billion provided for
defense-related activities, $938 million has been released and $163 remains in reserve.

In order to determine how to best utilize all available non-defense funding for Y2K «
toth base appropriations and emergency funding —~ OMB has worked with agencies on an
ongoing basis to evaluate total Y2K regoirements. First, OMB made certain that ageagics’
received funding for activitizs that were requested in the President’s FY 1999 Budget, but were
directed to be funded from the contingent emergency reserve. Since then, agencies have been
asked to forward requests for contingent emergency funding on an as-needed basis. These



requests are then reviewed by OMB examiners from both the Resource Management Offices
{RMOs} — liaisons to the individual agencies — and analysts from our Information Policy and
Technology Branch, In combination, they review these requests to ensure that requested funding
18 T

Y2K-related and is the most cost-effective option to facilitate campliénce.
Addresses an ugfnrcsacrz need, not one accounted for within existing agency plans.
Car;not be accommc;daied within appropriated levels for FY 1999,

’fx:azzm:az be addressed using unobligated batances of Y2K emergency funding.

In some cases, funds bave also been requested to support outreach to non-Federal entities
in support of the efforts of the President’s Council on Year 2000 Conversion

Once reviewed and discussed with the affected agency, OMB staff make
recommendations to OMB policy officials. These levels are then finalized and included in an
emergency release, As you know, pursuant to the Omnibus Act, detailed information on each
affected agency’s spending plan, as well as an account-by-account breakdown of the request as a
whole, is provided to the Congress. The funds in the release are not made available 1o the
agencies until 15 days after the ransmitial, :

Once the funds are allocated, cach OMB Resource Management Office has been tisked
with tracking the Y2K-related expenditures for the agencies it oversess, including emergency
expenditures, At a minimum, the RMQOs review the agency guarterly report to confirm that
appropriate progress is being made and that each agency can cogently explain its cost levels and
cost changes. Then, depending on an agencey’s status, RMOs have used different methods to
track Y2K-related spending. All agencies that have received emergency funding have forwarded
data on obligations 1o date to their RMOs, This data has informed our consideration of
subsequent emergency requests, and has resulted m severnl reprogramming requests rather than
additional releases. For example, in the Department of Health and Human Services, we recently
reprogrammed funds from HCFA to the Administration for Children and Families. More
reprogramming proposals may be forthcoming as agencies further refine their estimates for FY
1995 and 2000,

In addition, some RMOs monitor Y2K-related obligations and/or outlays on a mors
regular basis, and require detailed information on the expenditure of both base and emergency
resources. Finally, because of their unique period of availability (FY 1998 - FY 2001}
emergency funds are very transparent in terms of budget execution. The RMOs have been given
discretion in tcrms of treatment of both base and emergency funds in the apporzwnmam process,
as 18 OMP’s general p{;ilcy
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Yeour Committess have asked me to focus on the cost increases since the 1¥ OMB ¥2K
Quarterly Report, which was issued February 1997, In that report, the five year (FY's 1996 -
2000) Federal cost of Y2K was reported estimated at $2.3 billion. However, it is now clear that
in the first quarterly report, we were not fully aware of the magnitude of the year 2000 problem.
Initiaily, it was thought that fixing the problem would primarily involve mainframe computers
" and legacy applications,

As we and others learned in the course or remediation, the problem was far more
complex, invelving desktop personal computers, embedded chips, and telecommunications
components. Cost increases from the 1¥ 10 4% OMB Quarterly Report (through March 1998),
totaling $2.4 billion, resuited from a better understanding of the scope of the problem and
increasing agency attention on the cost estimates. It is important to note that untl FY 1999,
agencies funded their year 2000 costs cxz:%m’va%y out of base appropriations. Prior to the
availability of emergency funding, all cost increases were absorbed within agency operating
budgets.

Since the broader universe of Y2K remediation was clearly established, costs have
remained within a more predictabie band. From the 4” OMB Quarterly Report (March 1998) to
the 9% OMB Quarterly Report (June 1999), costs reported for FY's 1996 - 1998 changed by $164
million, or 4.7 percent of the three-vear total. Of this, estimates for Defense have changed by
$128 million, or 3.6 percent of the three-year total. Since last March, then, cost estimates for
non~-defense agencies for FY's 1996 - 1998 for have changed by a little more than one percent.

The increase in FY 1999 funding, $2.8 billion between the 4™ and * OMB Quartarly
Reports, has supported activities that have been subjected to the rigoraus policy review that |
have discussed. Most of the cost increases can be atwributed (o specific activities: remediaton
for information technology systems, testing 1o ensure that systems are Y2K compliant, |
replacement of embedded computer chips, and creation and verification of BCCPs. Tam
confident that this funding has helped to ensure that important Federal programs will have a
smooth transition into the year 2000, FY 2000 costs, which have increased by $509 million over
the same period, are primarily for YZK project offices to manage and monitor the transition into
2000, as well as for retesting and recertifying contingency plans. The details of agency spending
plans continue to be made available for your review as this process moves forward.

I would now like to turn to another issue that | have been asked to address; the difference
between agency estimates and actual costs. [ believe that this question stems from the cost table
in each OMB Quarterly Report. In that table, past years (FYs 1996 - 1998} are characterized as
estimates even though, as you know, the budgetary data for those vears reflects actual
expenditures. With OMB’s approval, agencies have refined the universe of Y2K-related costs
since FY 1996, As an activity s added to the Y2K universe, we want to make certain that we are
capturing the five-year cost of that activity. For example, 2 Department may not have reported
embedded chip replacement as part of thelr initial Y2K estimate. However, they later received
guidance to so. In such a case, OMB has worked with the Department to verify that the multi-



year cost of embedded chip replacement was being reported, If this required changing an
estimate in a past fiscal year, agencies did so with OMB approval. At the same time, future year
estimates may have been adjusted to account for-newly recognized activities. Thus, althoughi the
budget data for FY's 1996 - 1998 are actuals, since recognition of the scope of the Y2K problern
has changed over time, OMB has not asked for or characierized costs for those years as actuals.

Another component of this issue is that Y2K-related expenses can be aggregated at a
level below or above budget accounts. Y2K-related expenses are embedded in broader operating
budgets. We have worked to ensure that we are capturing YZ2K-related costs and that agencies
are making defensible and standardized asswnptions about these costs, Conversely, we arg frying
to filter out activities that were wholly planned for and would bave been implemented regprdless
of YZK.

NEXT STEPS

As 1 stated earlier, now that most of the work on fixing mission critical systems is
completed, OMB will shift its focus from aggregate figures for system readiness to ensuring the
readiness of individual systems. In addition, OMB and the agencies are begianing to focus on |
two new priosities.

Ensuring the readiness of Federal programs, particulariy 43 high impact programs that we
have identified. ,

Planning for business continuity and contingencies,

Ensuring the Readiness of Federal Programs

~ While we have made excellent progress in preparing our systems, we are not yet done.
We must make sure that Federal programs, particularly those that have a direct and immediate
affect on the health, safety, and well-belng of the public, function smoothly. As [ have just
related 1o vou,we are confident that critical svstems will be ready. But because Federa!
programs partner with other entities, including other Federal agencies; State, Tribal, and ocal
governments; banks; contractors; vendors; and other entities; it is critically important 10 ensure
that al] partners are working together to ensure that the program they support will be ready. The
. critical (ask 1s to make sure that not just systems, but the programs they support, w;ll be ready.

. Accordingly, on March 26 1999, iaskﬂé agencies to take this next step I also wdentified
432 “high impact” Federally supported programs and directed Federal agencies 1o {ske the lead on
working with other Federal agencies, State, Tribal, and local governments, conwractors, banks,
and others to ensure that programs critical to public health, safety, and well-being will provide
uninterrupted servicés, Examples include Medicare and Unemployment Insurance, The list was
subsequently revisad to include the National Cnime Informanon Ce.mer at the Depamnenz of
Justice, bringing the total to 43.



Agencies have also been asked 1o help partners develop year 2000 plans if they have not
already done so to ensure that these programs will operate effectively. Such plans are 19 include
“end-to-end testing, developing complementary business continuity and contingency plans, and
sharing key information on readiness with partner organizations and with the public. Agencies
are reporting-io us monthly and will demonstrate the readiness of each program by September 30,
1999. A table of the programs, including the partners agencies are working with is included last
. week’s guarterly report,

Business Continuity and Contingency Planning

Although we expect all Federal mission eritical systems (o be ready by Jamuary 1, 2000,
ard although we are prepared to demonstrate the rendiness of a number of critical programs, it is
stll impoertaat that every agency, no matter how well pre;;amd have a business continuity and
contingency plan (BCCP) in place.

Agencies have identified their core business functions and are using these as a basis for
developing business continuity and contingency plans, which will ensure that these core business
functions will operate smoothly, oo matter what glitch may occur in an agencies” systems or with
an agencies’ partners. While we are confident that the tneasures taken for Y2K vomphiance are
. sound, the chance remmains that, despite testing, a bug may stiil slip through. Furthermore,
elements beyond an agency’s control are at risk from the Y2K problem as well. For example,
bad data from a data exchange panner or the inability of a vendor to provide key supplies could
disrupt work at an agency.

Let me make it clear that we do not azzzici;}até any disastrous conseguences as a resalt of
year 2000 computer problems in Federal systems. It is possible, and even likely in some
situations, that there will be glhitches in systerns that result in minor disruptions to the ways that
agencies operate. Accordingly, for each core business fenction and its associated systems,
agencies have jdentified rigk factors, and assigned them a probability rating as well as an impact
rating. The agencies use these ratings to proritize functions and systems, Work-arounds and
back-up plans are established as contingencies. )

Although we do not expeet any disasters, it i3 always wise to prepare for the worst, Since
the 1970s, agencies have been required to have in place Continuity of Operations plans (COOP
plans), to address such emergencies. In the event of a disaster, whether related 0 Y2K orto a
national emergéncy, such as a terrorist attack or regional weather emergency such as a tornado or
violent snowstorm, agencies are using their COOP plans to ensure that the agency will continue
to function. I also asked agencies to ensure that the development of their BCCP was coordinated
with pending revisions to each agency’s COOP plan. Again, although we do not expect any Kind
of Y2K disaster, agencies are devz:iapmg, plaas, in coordination with their BCCPs, (o address this
. contingency.



On May 13, 1995, [ issued guidance on this subiect, “Business Continuity and
Contingency Planning for the Year 2000, (M99-16). This memorandum asked all agencies,
including small and independent agencies, to submit to OMB by June 15 their business
continuity and contingency plans {BCCPg). This memorandum also identified a number of
infrastructare areas for which agencies should make commen assumptions, such as electric -
power, financial services, and public voice and data communications, This common assumption
is that there will be no nation-wide disruptions within these infrastructure services.

By setting these risk areas aside from agencies’ business continuity and contingency
planning, agencies are able to focus on ensuring that their core business functions and affiliated:
systerns will work. [n the extremely unlikely event that a catastrophic emergency occurs that
damages local infrastructure, communications, or the agency bmldmg itself -~ whether caused by
Y2K, orby 2 aatural dzsaszez:, terrorism, or war — the agency’s COOP plan will address zhesc
contingencies.

. On the international side, the State Department is leading a working group of those
agencies with employees overseas in order to develop risk assumptions and appropriate
responses, to be used in the development and refinement of those programs’ BCCPs,

BCCPs are an increasingly important component of agency progress. Like a good
insurance policy, a sound plan is important, no matter how well you have taken care of your
systems. Ta ensure quality and consisiency, | have directed agencies 10 use the General
Accounting Office’s (GAQ) guidance on this subject in preparing their plans. Additionally,
many agencies are working closely with their Inspectors General and/or expert contraciors in the
development and testing of these plans. Finally, OMB is reviewing the high-level BCCPs of
agencies, which were due June 15, and will provide feedback and guidance to thc AZENCICS Of a8
individual basis,

Prepavinent

. As part of their contingency plansing, some agencies have explored the possibality of
making some payments in December that would otherwise be due in January to beneficiaries,
contractors, and others. However, the Administration has determined that such actions are not
necessary at this ime, given the level of readiness of agency payment systems and agency
business continuity and contingency plans. Moreover, the extensive downside risk 10
prepayment mitigates strongly against implementing this contingency plazz in all bt the most
exceptional circnmstances.,

First, and most importantly, issuing such paymests early would require reprogramming of
payroll and other financial management systems, | have previously stated that any changes to
' gystems should be minimized as they not only divert resources from fixing the Y2K problem, but
also may undo Y2K fixes. It would be highly irvesponsible to implement a contingency plan that
couid worsen the year 2000 problem,
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Second, making early payments wounld have tax implications for individuals and
businesses. Undoing any tax implications would require lagislative changes for the Internal
Revenue Service, which in turn would be required t0 make changes to the tax code and to their
systerns. All of these actions would be both costly and time-consuming.

Third, such actions could easily be interpreted by the public as an overall sign of lack of
confidence in the ability of the Government (o make its payments after January 1. Such a signal
could prove disastrous for the national economy as panicked citizens tusn to withdrawing their
currency in anticipation of a currency shortage. This sort of panic is a self-fulfilling prophecy.
Public panic and overreaction is a problem far larger than the technology problem and something
we are very concerned about.

Finalty, even allowing prepayment in extremely limited areas increases pressure
provide early payment for everyone.

Any uncertainty about the readiness of agencies to make benefits payments should be
mitigated by continuing to focus on fixing and testing systems, Agencies should alse consider
alternative contingency plans that do not introduce such high levels {;f Y2K risk into sysiems or
that could propagate public panic.

Pespite these concerns, however, there may be a few rare instances i which early
payment i the best option. In any such instances, agencies may request authority from OMB o
pay certain benefits early if certain critecia are met. These include demonstration that there will
be substantial harm to individuals from not getting a timely payment, a high likelihood that
timely payments {either by normal program operation or through a contingency) will not be
made, assurance that sarly payments made will be rargeted only to those recipients who would be
harmed, and that early payment will substantially mitigate the barm, The agency must also be
.willing to make a public announcement of these decisions and to work with the Department of
Treasury so that adeguate cash management practices are maintained. Throughout the remainder
of the year, we will continue to review this matter with agencies.

3

CONCLUSIONS
In caxciuéion, during the 192 days remaining before the year 2000, we plan to:
“Complete *;mr‘i( of remaining mission critical systems and on other F{":demi systems, '
Conduct cad;m-end zészizzg with the States and other key partners, placing special |
emphasis on ensuring the readiness of programs that have a direct and immediate impact

on public health, safety, and well-being,

Complete and test business continuity and contingency plans as insurance against any



disruptions related to Y2K failures,

Promote Y2K awareness with State, is:}cal and Tribal governments, with the private
sector, and with other nations,

Thank you for the opportunity to allow me 1o share information with you on the
Administration’s progress. The Administration continues to treat this challenge with the direct,
high-level attention it deserves. The additional focus on the year 2000 problem by the President,
Congress, and the public has resulied in ageocies focusing management attention on the issue and
raking a close lock at their resource needs.  The Year 2000 contingent emergency reserves have
helped ensure that agencies have access 1o funds to facilitate their work. OMB remains
commitied to working with the Committees and Congress on this critical tssue. I wonld be
pleased to answer any guestions you may have.
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